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The percentage of financial phishing attacks (from overall 
phishing attacks) detected by Kaspersky, 2014-2019 

Source: Kaspersky ςhttps://securelist.com/financial-cyberthreats-in-2019/96692/

The distribution of different types of financial 
phishing detected by Kaspersky in 2019

financial-relatedphishing 
on overallphishing

attacks

51,4%
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The percentage of financial phishing attacks (from overall 
phishing attacks) detected by Kaspersky, 2014-2019 

Source: Kaspersky ςhttps://securelist.com/financial-cyberthreats-in-2019/96692/

The distribution of different types of financial 
phishing detected by Kaspersky in 2019

financial-relatedphishing 
on overallphishing

attacks

51,4%

spread of bank-related
phishing from 2018

to 2019

+5,5%
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Number of unique users attacked by financial malware

Source: Kaspersky ςhttps://securelist.com/it-threat-evolution-q1-2020-statistics/96959/
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Number of installation packages of mobile banking trojans 
detected by Kaspersky, Q1 2019 ςQ1 2020

Sources: Kaspersky ςhttps://securelist.com/it-threat-evolution-q1-2020-statistics/96959/
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Number of installation packages of mobile banking trojans 
detected by Kaspersky, Q1 2019 ςQ1 2020

infectionsin the 
financialscenario by the 

top 3 malware
in 2018

62%

infectionsin the 
financialscenario by the 

top 3 malware
in 2017

70% infectionsin the 
financialscenario by the 

top 3 malware
in 2016

~90%

infectionsin the financial
scenario by the top 3 

malware in 2019

41%

Sources: Kaspersky ςhttps://securelist.com/it-threat-evolution-q1-2020-statistics/96959/
ClusitςRapporto 2020 sulla Sicurezza ICT in Italia 
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